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Einführung

“Encryption works. Properly implemented strong crypto systems are one of the few things that you can rely on.”  
– Edward Snowden

Verschlüsselung funktioniert. Richtig implementierte starke Krypto Systeme sind einer der wenigen Dinge, auf die du dich verlassen kannst.   
– Edward Snowden

Dieses Zitat von Edward Snowden, einem der größten und meistgesuchten Whistleblower und ehemaliger CIA-Mitarbeiter beschreibt, wie wichtig es ist, dass Kryptographie stark genug ist und verlässlich sein muss. Viele Verschlüsselungstechniken standen in der Vergangenheit in der Kritik, jedoch nicht alle Verfahren der Kryptographie wurden als nicht mehr sicher eingestuft.[[1]](#footnote-1) Die verschiedenen asymmetrischen Kryptographie-Verfahren gelten noch bis heute als sehr sicher.
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